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Receiving an Encrypted E-mail Message 
 

1. Someone from Lexington Health Network has sent you an email that was encrypted.  This means 

the email contained Protected Health Information or the sender wanted to secure that e-mail.  

This was done to ensure Lexington Health Network Safe Guards our data. Follow the steps 

below. 

 
a. Please click the link to register with the Lexington Health Network e-mail Encryption Software. 

2. Your e-mail address will be used as your login and should be populated below where you see 

“Recipient Email Address”. 
a. You will need to create a password.  Please note this password will be used to unlock and read the 

encrypted email sent to you now and for all additional encrypted emails sent to you. Please note the 

password requirements 

 

b. You will need to answer 2 security questions in case you forget your password. 
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3. After initial registration, you will receive a password protected PDF that will contain the email 

message and any attachments were sent in the original email.  Click that PDF to open the 

message and any included attachements, use the password created at registration will be used 

when prompted to open the PDF. 

 

a. Enter your password in the Password box from Adobe Reader 

 
4. Once the PDF is open you can do the following 

a. Read the original email message and send secure response 

 
b. Open and Save any attachments 

 

 
 

Please Note the 

Paper icon to see 

the message and 

send a secure 

response. 

Please Note the 

paperclip icon to 

see and 

open\save any 

attachments. 


